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[bookmark: _Toc462478989][bookmark: _Hlk154651783]Abstract of the contribution: This paper proposes clarify that interface from Untrusted NEFs may be supported bur via NEF.
1	Discussion
[bookmark: _GoBack]At SA2#160-Ah, there was a concensus to clarify that for Untrusted AFs interface would require use of NEF which couldn’t be clarified in S2-2400390r09. Following contribution replaces Trusted NEFs with Trusted NEFs or Untrusted NEFs (i.e. via NEF) at 2 locations.
2	Proposal
It is proposed to include the following changes in TR 23.700-63 V0.1.0.

[bookmark: _Toc93073650]		* * * * Start of Changes * * * *
[bookmark: _Toc157752215]5.3	Key Issue #3: Study enhancements for UPF handling of headers
[bookmark: _Toc157752216]5.3.1	Description
This KI maps to the WT#3 of the SID.
The KI will study the enhancements needed to permit additional handling of packet headers by UPF. The following aspects will be studied:
-	Analyse the use cases and problems to be solved and the feasibility of headers handling (i.e. insert, detect) in UPF for the different protocol layers (e.g. application, transport, IP layer, etc.), including for the case of encrypted and unencrypted protocols.
-	Whether and how to enhance the interface between a trusted AF or untrusted AF (i.e. via NEF) and 5GC to permit configuration of the UPF to insert or detect specific headers in different protocol layers in uplink and downlink directions, with consideration to:
-	User Privacy and anonymity.
-	Applicability of the configuration, e.g. S-NSSAI/DNN, FQDN, PDU Session, traffic flows, per subscriber , DNAI, etc
-	Frequency of the insertion/detection, e.g. only once, all packets in the applied configuration, upon changes of traffic destination, etc.
-	Whether and how the Policy and Charging Control framework and 5GC interfaces (e.g. N4) need to be enhanced.
-	Whether and how to enhance the interface between trusted AF or untrusted AF (i.e. via NEF) and 5GC for the UPF to expose information related to the detection of packet headers in uplink and downlink.

* * * * End of Changes * * * *
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